Advocate Summary

Issue:  Commercial export controls on computers

Advocate:  Chris Hanken, Director of Federal Affairs, Sun Microsystems, 1300 I St., NW Suite 420 East; 202-326-7520

Date of Interview: July 27, 2000, 8:30 to 9:25AM

Basic Background

“The issue is export controls, or the need for government licenses to sell high-end computing equipment to certain countries. This is a long standing policy, but one that has become more difficult in the last ten years or so as computing power has shot up exponentially, Moore’s Law and all that stuff. Now it is common for large customers to have computers for their payroll and other systems that are more powerful than those that were used to design US nuclear weapons. Some in Congress and in the media have made an issue of computer sales to China. We say that these are commodity products.

In any case, the Export Control Act [not sure this is exact name of act] expired in 1997 so we are under a system now that lacks any clear statutory background. The exports are typically being controlled now under the IEPA, which is an act designed for sanctions on certain countries like Libya, and is designed for emergencies. Anyway, current export controls are being based on this act rather than the previous one.

Computer export controls were included in the NDAA (National Defense Appropriations Act) in 1997, which mandates government review of exports to so-called Tier 3 counties, which is a list of about 50 or 51 countries including China, Soviet Union successor states, most of the Middle East, etc.  

This act defines high-speed computers as those with over 2,000 MTOPS, but also gives the President the authority to change this definition with six-month notice to Congress. This provision was workable at the 2000 MTOP level for about a year, and the law was passed in 1997. Nowadays we’re making single chips for PCs and workstations that surpass that level, so these are clearly not high-end machines today. We work with the administration and they do six-month reviews. In January 2000 the administration raised the level to 12,500 MTOPs, and this will go into effect in August, at which time we expect that the administration probably will raise the level again, with that raise going into effect six months later, in January 2001.”

So they work to raise the level above which export licenses are required every six months.

So the basic issue is arms proliferation on the one side and commercial markets on the other; the technical issue is what level of computer is a high-end defense-related computer and what level is just a commodity.

Prior Activity on the Issue 

See above; they’ve been working on this same issue for at least 10 years, thought not always as part of the same coalition.

Advocacy Activities Undertaken

“Together with our coalition partners we have done several things:

1. We’ve provided information to the administration on the need to raise the level every six months. This is the White House, the Commerce Dept, and the Defense Department. [Later he also mentioned DoE because they can say what kinds of computers they use for their own weapons simulations.] We give information on the marketplace, our expectations on chip power in the next six months, and also on the expected volume of sales to Tier 3 countries. Members of the administration are aware of the benign nature of most sales.

2. We’re speaking with Members of Congress, conveying the same information, providing them with political cover. This is a decision that the administration makes and simply must inform Congress six months ahead of time. Congress therefore is not involved; however, if the issue were to become controversial or if Members of Congress felt that the administration was wrong, they could pass a new statute, and we don’t want that to happen. So we are active in Congress making sure they understand the nature of the marketplace and the volume of sales. We don’t want the issue attacked.

3. Third, we’re working to try to convince Congress to shorten the notice period, and we have placed identical amendments in both the House and Senate versions of the current NDAA, which is pending a House-Senate conference. This would shorten the delay from 180 days to 60 days for congressional review.

This issue is an interesting combination of highly complex technical matters, such as the level of performance of computing power that make a given computer a threat, and simple arms proliferation issues. For the most part, it has not engaged the public beyond the beltway, but there are some who see the issue very clearly as something that needs to be controlled, especially with regards to China.

Fourth, we have some long term interests. In the long term we want Congress and the Administration to consider whether it is effective either for national security or for economic reasons to continue to focus on raw computing power rather than other issues. It is not necessarily the raw computing power of the hardware that can make a given computer a threat to national security. Now, what issues should be considered? We have no opinion on that, but we think the national security people and the other people in the administration should make some decisions about that. For now, the focus on raw computing power is a wasted focus. Why focus on MTOP levels in particular, as opposed to some other thing? For us, this is a wasted debate.

The Chinese can already design and produce domestically the kinds of computers we used for the design of our weapons. They make some pretty good computers now.

So if these things are pretty much uncontrollable, when do we reach a level of computing power that it’s really a “gap-closer”? That would be the kind of computer where, if we exported it, the gap between American superiority and foreign capabilities would be closed. For example, we design computers specifically for the DoE weapons labs. There are certain kinds of simulations that they can do on these custom made computers that cannot be done on 10,000 dollar servers, or even several 10k servers strung together—that’s why the DoE pays us millions of dollars to purchase these computers! So certainly there is a level of computer that should not be exported, but it’s a very specific type of computer, and mostly custom-designed and used only by the DoE.

Future Advocacy Activities Planned

Key Congressional Contact(s)/Champions

Targets of Direct Lobbying

See above and below, list of venues.

Targets of Grassroots Lobbying

None, the issue hasn’t really engaged outside of the beltway. However in the long run we have had to do some public education, making the point that “Today’s supercomputer is tomorrow’s laptop.” Many of the computers that they are talking about here with these export controls really are the size of laptops or small boxes. A more complicated long term issue is whether raw computing power can or should be controlled. Especially as distributed computing becomes more common, controlling the box will not control the computing power.

Coalition Partners: Names/Participants

CCRE: Computer Coalition for Responsible Exports (look up CCRE.com) is the coalition that we are a part of. This includes the major manufacturers of computers as well as some trade associations. It is mostly hardware-oriented rather than software.

Other Participants in the Issue Debate.

Ubiquitous Argument(s) and Evidence

See above, as well as the following:

“Foreign competition is of two types: Availability, and controllability. Availability is partly the fact that the target nations are often capable of manufacturing their own computers. China’s Legend computers are pretty good. Availability is also the fact that the target countries can purchase these computers from other sources outside the US. That is mostly Japan and the European countries. This would all be manageable if all these countries had a common list of enemies, but we don’t. During the Cold War we pretty much did and the COCOM, which served as a kind of parallel NATO for export control issues then, worked pretty well in getting all these countries to agree to limit exports to a certain set of countries. But this is no longer the case.

Controllability is particularly going to be a growing problem in the future. We expect that computing power will be a service that people will purchase, rather than a box that people buy and have on their own. With increased networking and greater bandwidth, we expect that in the near future computing power by itself will simply be a service or a commodity that one buys through remote access. Export controls up to now have focused on the Box, and we think that with new technologies such as that of Exodus (a company) this will change dramatically and the previous way of thinking of these controls will have to be re-envisioned.

So the basic argument there is that this is hopeless and we need to think of a better way.

The CSIS commission just got started and we haven’t come up yet with a better solution.”

(He gave me a press release from CSIS on Technology export controls.)

Secondary Argument(s) and Evidence

Targeted Arguments, Targets, and Evidence

They target the White House, DoD, Commerce, and certain members of the House and Senate with all this. None of it is widely focused on outside the beltway.

Nature of the Opposition

We have no particular opponents. There are simply some national security concerns. Senator Thompson and Senator Cochran have been opposed, and there have been some worries on both the House and Senate Armed Services Committees. Export controls are part of the jurisdictions of the House International Affairs committee and the Senate Banking Committee, however, and a new act on export controls would go to them. However, Armed Services are involved because the issue is currently being dealt with through amendments to the NDAA, which is in their jurisdictions. 

Ubiquitous Argument(s) and Evidence Articulated by the Opposition 

Proliferation and the need to contain China.

National security concerns in general.

Secondary Argument(s) and Evidence Articulated by the Opposition

Targeted Argument(s) and Evidence Articulated by the Opposition (and Targets)

Described as a Partisan Issue

No

Venue(s) of Activity

White House

Commerce Dept

Dept of Defense

Dept of Energy to some extent because they use the computers, but not for decision-making

House International Affairs Committee

Senate Banking Committee

House Armed Services

Senate Armed Services

Action Pending or Taken by Relevant Decision Makers

Amendments to NDAA pending.

Policy Objective(s) and Support for/Opposition to the Status Quo

Looser controls, a new way of thinking of how to limit overseas sales.

Advocate’s Experience: Tenure in Current Job/Previous Experience

BA from Amherst

Worked at a small trade association after graduation from college

Worked on the Bush and then on the Reagan Bush campaigns in 1980

Worked 13 years in the executive branch; first as congressional liaison in the White House, then later in international trade. In particular he worked at the State Department Desk for International Trade Controls

Then 3 years as a lobbyist for NCR

Then came to Sun 6 months ago.

Reliance on Research: In-House/External (Code for Organizational Advocates Only)

Their research is often based on confidential, proprietary information owned by each of the businesses. Therefore they use a lawyer: each company submits its information confidentially to the law firm concerning their own expectations about computing power and the size of the market in Tier 3 countries in the following 6 months. The firm then takes this confidential information and aggregates it. We are allies here, but also competitors. We also use the Gartner Group.

So the research they do is on market trends and expectations of the next generation of computing hardware.

Number of Individuals Involved in Advocacy (Code for Organizational Advocates Only)

“Our chances are pretty good on all three fronts, but we’ve spent a lot of time and effort. The CCRE has been in place for a couple of years and we’ve put in a lot of money to that, and also hired a PR firm to help us, so this has taken up a lot of time and money. It has not taken up a lot of time of the CEOs and the companies themselves that much; we bring in the CEOs maybe a couple of times a year, but all in all it has taken a lot of resources to get this far.”

Sun has 3 lobbyists. He is the only one working on this issue, and he spends about 30 percent of his time on it. We have a list of about 50 or so issues to watch. Other major issues that we’re heavily involved in are:

Workforce development issues, in particular the number of H-1B visas

Computer export controls (this issue)

Encryption controls

Intellectual property rights

Anti-trust issues

E-Commerce, which is really three issues in particular:


e-signatures


internet sales tax


privacy issues

Trade, and PNTR in particular

Units in Organization Involved in Public Affairs/Policy (Code for Organizational Advocates Only)

Advocate’s Outstanding Skills/Assets (Code for Organizational Advocates Only)

Type of Membership: None, Institutions, Individuals, Both (Code for Organizational Advocates Only)

Membership Size (Code for Organizational Advocates Only)

Organizational Age (Code for Organizational Advocates Only)

Miscellaneous

Other people to contact:

Don Skillman, 585-0217; he’s the staff who keeps the coalition running. His boss is Ken Kay, who runs the coalition.

Dan Hoydysh, at UNISYS, 293 7720

Aaron Cross, at IBM, 515 5091

Rhett Dawson, with ITI, the trade association, 626 5757, and their lobbyist, Phil Bond.

The three leaders of the coalition are Hoydysh, Dawson, and Kay. I can use his name to get these interviews; he’ll tell them it’s ok to talk with them if I need that.

